
Secured Device Tool:
The key to secure logs

Secured Device Tool (SDT) is the software that works with EP-BB to log 
all communications between your multifunction device and our data centre. 
SDT aggregates these communication logs, systematically stores them, 
and makes them downloadable for your records. SDT is a useful tool for 
companies with high security requirements. Plus, it's an add-on you can 
request at no extra cost! 

Full visibility 
View aggregated communication logs from up to 500 connected devices 

Full encryption 
Logs are encrypted by HTTPS to prevent security threats 

Accessible storage 
Communication logs are stored for up to 6 months

No maintenance required 
System automatically updates to the latest version

MULTIFUNCTION
DEVICES* WITH
SDT FUNCTION
'SDT can connect up to 500 MFDs

SDT VIA INTERNET 

COMMUNICATION LOGS 

• Software and Device updates 
• Meter and consumable information 
• Repair and diagnostic requests 
• Access and system logs 

FUJIFILM Business Innovation
DATA CENTRE

*The above digram shows the configuration of the system between a customer network
environment and the FUJIFILM Business Innovation Data Centre when using Secured Device Tool
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Client Testimonial 

Having a fleet of 30 multifunction 
devices required our personnel
to spend more than 800 minutes

a month per unit on maintenance. This includes 
checking the consumable status, device conditions, 
and coordinating device maintenance. With SDT, 
we are able to consolidate all MFD information, 
now requiring only 9-20 minutes of staff time! In 
addition, we can now easily monitor all network 
transmission pockets from SDT's communication 
logs and are assured that our data is secure. 
- A Taiwanese Manufacturing Company

As a medical school and hospital 
dealing with many customers, our 
main concerns were information

security and network stability. We had 225 
multifunction devices on 5 separate subnetworks, 
but only one network could facilitate outbound 
communications. With FUJIFILM Business 
Innovation SDT, we can use our current server, 
plus all of our MFDs can now send communications 
through one channel. This makes it easier for us to 
monitor all transmission logs and consolidate 
maintenance info for all devices. 
- A Medical School and Hospital in Thailand

Requirement for Secured Device Tool 
Operating System
Windows 8.1 Pro (x86/x64)
Windows 8.1 Enterprise (x86/x64) 
Windows 10 Pro (x86/x64) 
Windows 10 Enterprise (x86/x64) 
Windows Server 2012 Standard (x64) 
Windows Server 2012 R2 Standard (x64)
Windows Server 2016 Standard (x64) 

Software 
Microsoft Internet Information Services 8.0 (Windows Server 2012x64) 
Microsoft Internet Information Services 8.5 (Windows 8.1, Windows Server 2012 R2 (x64)) 
Microsoft Internet Information Services 10.0 
Below software will be installed by Secured Device Tool installer when it's not installed. 
Microsoft .NET Framework 4.8 redistributable package 
Microsoft Visual C++(R) 2015 redistributable package 

Restriction/Notification 
Secured Device Tool is free software. 
Secured Device Tool need to be installed by customer. 
It will be charged by our subsidiary company when customer want to request us to install it.
The server/PC which is installed Secured Device Tool need to be prepared by customer. 

Hardware Requirement 
CPU: Can be supported above OS 
Memory: More than 1 GB 32bit or More than 2GB 64bit 
HardDisk: More than 1 GB available space 
Display: More than 1024x 768 pixel (Only needed for during installation) 
Other hardware: CD-ROM Drive during installation 
Network: Ethernet 10/100/1 OOOBASE-TX 
Keyboard/mouse: PS/2 or USB 

(Windows 10, Windows Server 2016x64, Windows Server 2019x64) 
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